
 
 

Live installation 
 
Download Raspbian live iso image from this page: 
https://www.raspberrypi.org/software/raspberry-pi-desktop/ 
Or directly : 
https://downloads.raspberrypi.org/rpd_x86/images/rpd_x86-2020-12-11/2020-12-11-raspios-
buster-i386.iso 
 
Install this image on a CD or USB device with the appropriate tool (Win32diskimager or 
similar tool) 
 
Or simply use this image in a virtual machine like Oracle VM VirtualBox 
 
For this tutorial, I used Oracle VM VirtualBox 
 
Here is the boot screen : 
Select “Run without persistence” (but you can choose another) 

 
 
The system will start as follow : 

https://www.raspberrypi.org/software/raspberry-pi-desktop/
https://downloads.raspberrypi.org/rpd_x86/images/rpd_x86-2020-12-11/2020-12-11-raspios-buster-i386.iso
https://downloads.raspberrypi.org/rpd_x86/images/rpd_x86-2020-12-11/2020-12-11-raspios-buster-i386.iso


 
And you will have this screen : 
 

 
Select Next and choose your location informations: 



 
 
You will asked to change the pi user password : 

 



You will asked to update softwares like that : 

 
Click the skip button 
And finish by clicking “Done” 

 
Now configure the network: 



Right click on top right icon with blue arrows and click “Wireless & Wired Network Settings” 

 
Select your interface and configure (Here below is just an example): 

 
 
Click apply and close. 
In terminal, try a ping to castles-backup.com 
If it is a success, all is ok. 
If it fails, you may need to try a different method like this one : 
In a terminal edit /etc/dhcpcd.conf file 



 
 
Go to the end of the file 
and manually add these lines : 

 
Save & Close the file and restart daemon : 

 
 
Check again with a ping to castles-backup.com 

 
Now, your system is OK 
 
You can download the free script to make your backup system 
wget https://www.castles-backup.com/castles-backup_live.tar.gz 
 

 
 
You can now uncompress file with : 
tar zxvf castles-backup_live.tar.gz 

https://www.castles-backup.com/castles-backup_live.tar.gz


 
What are these files : 
1-cb_script_install.sh : script to prepare the system  
config.txt : configuration file to edit and configure server to backup informations 
2-cb_script_conf.sh : script to finish installation 
dir2Rsync : configuration file to edit and add list of folders to backup 
read_conf_cron.sh : script which check changes in config file and modify cron entry 
rsync.sh : script to make backup 
restore.sh script to make restore 
 
So now, go to castles directory and  execute 1-cb_script_install.sh 
cd castles 
sh 1-cb_script_install.sh 

 
You will get some errors, it’s normal, it is not an optimized script :-) 

 
 
If it is your first installation you will say “n” otherwise, if you disk has been prepared in 
previous play with the solution, say “y” 
 
After saying “n”, you’ll be asked to connect your device : 
Connect the device you want to use to make backup 
Don’t forget to tell your virtual machine to mount the device ! otherwise it won’t be found ! 
 

 



 
Now select wich device : 

 
 
In my case, I plugged a 500Mo USB drive. I can see it with “sdb” name 
So I say sdb and press Enter 

 



 
 
We are now asked for the UUID of the new created partition 

 
I press Enter and : 

 
Now, my device is ext4 formatted and mounted in /media/disk 
 
 
First step is finished. 
 
Now prepare the server to make backup 
Edit config.txt file in /home/pi 
vi /home/pi/config.txt 



 
 
Change the server ip address 
Change the username to connect to through ssh 
Actually, backup script start every day at 9 AM (you can change it) 
 
After changes, save and close the file 
 
Now launch 2-cb_script_conf.sh 

 
 
A public ssh ley is going to be created: 

 
 
Let an empty name et press Enter 
You’re now asked for the SSH password of the user on the server to backup 

 
Indicate your password and press Enter 



 
A test connexion is made and if it’s Ok, you’ll see the message “Connexion is Ok”  
 
Now open the file dir2Rsync to configure folders to backup : 

 
Lines must end with “/” : 

 
Save and close. 
 
For this tutorial, I used this configuration : 

 
 
 

 
 
 
 
 
 
 
 
 
 



Backup 
Now I can start the rsync script manually to make a test : 
 
I have to move to /home/pi 
cd /home/pi 
sh rsync.sh 
 

 
 
We can check the backup directory : 

 
 
All the files have been backup 
 

 
 
 
 
 
 



Restore 
To test restore script I ‘ve deleted 2 files on the server : 
I deleted dir2Rsync ans rsync.sh files 
 
Now, I launch restore.sh : 
sh restore.sh 

 
The 2 files have been restored ! 
 


